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Traditional Networking,
trust everyone and connect everything
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Current Technology Requires Transformation
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Universal SASE Protects Users, Edges and Devices Anywhere
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Fortinet Unified SASE Analyst Recognitions

SD-WAN
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FortiSSE Architecture — Cloud Delivered SSE

Remote Users

— B —»

2
7% &
9 Foriclient P

Al-powered
security

Unified
Management

qam

<

Digital
Experience
Monitoring

Secure SaaS
Access

Secure Internet
Access

Secure Private
Access

Secure Private
Access

=
= Thin Edge
ks]
- (o) ]
5 _ | —mE—°
o X @
'-9 <
<
[3) 2 &
T “» FortiE‘ﬁ\e'(\6
Branch, Campus
(]
o |9
v
[
[\
O,
I/I"‘\NOn-R"’«\Q

InT Trust

Information Technology Trust

Secure SD-WAN Network

D)

servicenow

@ ) Office 365

@

Internet

Data
Center

NGFW

<+— Secure Application Access



So why FortiSASE ?
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ONE OPERATING UNIFIED MANAGEMENT ONE ANALYTICS UNIFIED ENDPOINT
SYSTEM PLANE ENGINE AGENT
SD-WAN, SSE, NGFW, LAN SSE, DEM, WLAN Data lake for security operations EPP, SASE, ZTNA, CASB, DEM
FortiOS SaaS Management Integration with SOC FortiClient

Al-Driven Security Services with Flexible Consumption with
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FortiFlex Consumption-Based Security

First SASE Vendor to follow consumption model
Customers/Partners only pay for what they consume daily
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InT Trust Portfolio of Services
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InTTrust Key differentiators

Information Technology Tru

\YREEN DBAaaS SAPaaS Application

Monitor and support for all For all DBs : admin, operate, Infrastructure Services for SAP Modernization
platforms with tuning, migration HANA - all platforms
tailor-made solution (Unique service in Greece) (>1000 instances)
(InTTrust IP)

Containers, Microservices,
Low Code
(Power Platform)

Industrial Innovative Security Consulting

Solutions Solutions Services Services

OT/IT Convergence, InTTrust IP, Consulting - PM,
loT/DW/Automation/ML (Water Underground, Implementation Change Management,

DNABIlockchain) Business Analysis
(Energy, Banking)




) ENGAGE

F=:ATINET. ADVANCED PARTNER
Integrator, Cloud

I n I r “ s E2  SPECIALIZATION
Information Trust @ Operational
Technology

InTTrust-Fortinet: In (the) Trust of SASE

Use Cases

Presenter: M. Mouriki
16/9/2024
Fortinet Security Day 2024




Fortinet FortiSASE

Cloud-delivered security with Al-powered security services for work-from-anywhere

Securing remote users
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FortiSASE Use Case #1 T Trust™

.....

Secure Internet Access (SIA) for Remote Users

What is SIA?

e Safe browsing from anywhere

* Securing the traffic going to the internet

* Redirecting remote user internet traffic to the closest FortiSASE PoP

* FortiSASE acting as a gatekeeper for all internet traffic
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FortiSASE Use Case #1 —

Secure Internet Access (SIA) for Remote Users

Safe browsing from anywhere

Malware & Ransomware prevention
Prevent threats with cloud-based Firewall, IPS, Web
Filtering, Anti-virus, DNS and File Filtering, Sandbox

FWaa$ =
L 7~ Y
Ageat Internet

Deep inspection of web activity for threats,
even when using secured HTTPS access

Deep 3SSL Inspection of end-user activity

Al Powered Security Services
Best in class secunty efficacy and zero-day threat

protection with Al powered FortiGuard Secunty Services



FortiSASE Use Case #2 —

Secure SaaS Access(SSA) for Remote Users

What is SSA?
* FortiSASE secures SaaS access and enables:
e Cloud application visibility

* Data security

e Assessrisk

* FortiSASE uses the following components to secure SaaS access:
* Inline-CASB
* FortiCASB



FortiSASE Use Case #2

Secure SaaS Access (SSA) for Remote Users

For Visibility and Control R

Secure Access to Cloud apps and files

LK

Security Posture

Cloud App Access Control

Safe Cloud Application access and blocking
of malicious apps with in-line CASB feature,

' [ Inline-CASB,
including Zero Trust posture checks e
DLF
O
Deep control & view of apps content .:i: -------------------
Control over app content and files with

APl-based CASB for enhanced security FortiClient
and threat detection

Unified agent for anywhere detection
FortiClient Agent covers all the use-cases
from SASE, Zero-trust, SaaS security,

and End-Point Protection

Infarmustion

.....



FortiSASE Use Case #3 T Trest™

Secure Private Access (SPA) for Remote Users

What is SPA?

 Secure access to corporate applications which are protected by on-premises datacenter or public
cloud FortiGate

* FortiSASE acts as a bridge to connect a remote worker to the corporate application

* Right level of security can be achieved by using one or more of the following:
 ZTNA-FortiSASE integration with FortiGate ZTNA access proxy
*  NGFW/SD-WAN integration



FortiSASE Use Case #3 —

Secure Private Access (SPA) for Remote Users

With ZTNA and SD-WAN integration Zero Trust
* Security Posture
Secure corporate app access
=1 Secure Cloud & datacenter app access aws 3
-] Secure anywhere access to corporate applications in —
= rpo PP 7N
datacenter and cloud with deep security inspection { \: Os:/l I
SN .. s
®—. Universal Zero-trust Network Access Agent eerrrrerd
.": User identity and device context-based zero-trust access FortiClient S
to explicit applications from remote or on-prem location ° % . — l
((0s))
N
® SD-WAN integration 0 e
’é ®  Superior user experience with full integration

e with Fortinet SD-WAN architecture



FortiSASE Use Cases Dashbord
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What now, what next? —

Take the In the Trust SASE Advantage and Speak to an expert
* InTTrust Booth No10.
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